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I n t rod u c t ion  
 

echnology-Facilitated G en d e r- B a sed  Violence (TFGBV) 
h a s  e m e r g e d  as  a  s ignif icant  a n d  evolving threat in 
Gh an a ,  exacerbated by increased  acce ss  to digital  plat-
forms a n d  mobile technologies.  T F G B V  refers to act s  

of violence committed ,  assisted, aggravated ,  or ampl if ied by 
t he  u se  of information a n d  communicat ion  technologies (ICTs) 
aga in st  individuals b a s e d  on their gender .  It includes cyber-
stalking,  online harassment ,  i m a g e - b a s e d  sexual  a b u s e  (com-
monly kn ow n  as  “ revenge porn”), doxxing,  deepfake  pornog-
raphy, digital  surveillance, a n d  digital  int imate partner abuse.  

 

While T F G B V  is recognized as  a  growing issue worldwide, com-
prehensive  a n d  comparable  d at a  on its prevalence,  forms, a n d  
i m p a c t s  remain  limited. The widespread nature a n d  anonym-
ity afforded by online platforms m a k e  it difficult to detect ,  
re-port, a n d  prosecute offenders. Globally, almost 2 in 3 
w o m e n  h ave experienced TFGBV,  a n d  67% of young people 
a g e d  25 a n d  un der  reported h a v in g  personally experienced at 
least one form of TFGBV,  comp are d  to people over t he a g e  of 
25 (57%)[1]. [2] Al t hou gh  G h a n a  h a s  m a d e  important  strides in 
developing digital  governan ce  a n d  security inf rastructure, 
t he  country ’s exist ing legal, policy, a n d  institutional 
f rameworks do not ade-quately address  t he  distinct  nature 
a n d  im p a c t  of TFG BV.  

 

This policy brief draws on a n  extensive literature review, in clud-
ing a c a d e m i c  a n d  grey reports, national legislation a n d  key 
stakeholder publications. It h ighl ights  t h e  core ch a l len ges  a n d  
policy g a p s  a n d  outlines ev id en ce -b ased  recommend at ion s  to 
address  T F G B V  as  a  h u m a n  rights a n d  deve lop ment  concern. 
 
U N F PA ,  “An Infographic Gu id e  to Technology-facilitated G ender- b a s ed  Violence (TFGBV).”  Accessed:  May 

29, 2025. [Online].  Available: https: //www.unf pa.org/publicat ions/infographic-guide-technology-facil i tat-

ed-gender-based-violence-tfgbv 

 

[2] S .  D u n n ,  T. Vaillancourt,  a n d  H.  Brittain,  “Suppor ting Safer Digita l Sp aces,”  2023, Accessed:  May 29, 2025. 

[Online].  Available: www.cigionline.org  
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F o r m s  of  T F G B V  
in  G h a n a  

 
 

C y b ers t a lk i n g :  
 

Persistent, u n wa n te d  and/or threatening 

surveillance, contact and/or pursuit  by 

technological  m ea ns .  Cyberstalking c a n  

turn to offline stalking a n d  vice versa. 
 
 

O n l i n e  h a r a s s m e n t :  
 

R e p ea te d  con duc t  that  threatens,  pes-

ters,  scares or a b us e s  someone by 

s e n d - i n g  degrading ,  offensive or 

insulting co m m e n t s  or im a ges .  
 
 

C y b er b ul ly i n g :  
 

A  form of online harassment ,  the  con-

stant  a n d  intentional infliction of d a m -

a g e  through digital technologies to un-

dermi n e  a  target ’s self-esteem. 
 
 

I m a g e - b a s e d  abus e :  
 

The use  of imagery, often sexual  in na-

ture,  to objectify, exploit, humiliate,  or 

harass. This includes the  non-consensu-

al  sharing  of int imate imagery. 

“R ev e n g e  porn” is a  form of im a g e -

b a s e d  abuse ,  b u t  a  preferred term  is 

non-consensual  sharing of int imate 

imagery. The com-monly u s e d  term  

“ revenge porn” s u g - g e s t s  consent 

f rom a n d  wrongdoing  by the  survivor to 

provoke retribution. 
 
 

Dig i ta l  in t imate  par t n er  v iolence:  
 

Sexual a n d  ge n d e r- ba s e d  violence per-

petrated by a n  (ex)-intimate partner, 

com m itte d  or amplif ied through the  

use  of technology, often to exert coer-

cion a n d  control. This c a n  include cy-

berstalking methods ,  threats or acts  of 

i m a g e - b a s e d  abuse ,  or forcibly limiting 

a  partners ’  a ccess  to technology c a u s i n g  

social isolation. 
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I m p a c t  of  T F G B V  
Pe r s o n a l  I m pa c t :  

Experiences  of T F G B V  lead to serious psychological, emotional, social, economic ,  sexu-

al  a n d  physical  harm .  Escalation of violence that  m ay  originate on online platforms c a n  

have  severe co nseque n ce s  in the  physical world, including  job loss, loss of f riends a n d  

family d u e  to social s t igma ,  school drop-out, rape, a n d  suicide. 
 
 

Soc iet al  I mpa c t :  

(Young) wo m e n  who fulfill visible roles in publ ic  life, s u c h  as  politicians, journalists a n d  

activists, are often atta cked a n d  targeted. This often causes  t h e m  to withdraw f rom 

online a n d  digital spaces ,  a n d  somet imes  publ ic  life all together. W h e n  their voices are 

si lenced in this way, T F G B V  poses a  threat to g e n d e r  equality a n d  democracy. 
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G  (2008), a n d  the  Domest ic  Violence 

line security a n d  personal data.  However, 

ma-informed care, a n d  safe spac e s  for 

survivors of T F G B V  remain limited. Where  

ly def ine  digital harassment ,  non-consen- 

couraging  reporting a n d  recovery. 

 

T h e  c u r r e n t  l e g a l  f r a m e w o r k  

d o e s  n o t  c lear ly  d e f i n e  d i g i ta l  h a -

r a s s m e n t ,  n o n - c o n s e n s u a l  s h a r -

i n g  of  i n t i m a te  i m a g e s ,  or  on l i n e  

s t a l k i n g ,  w h i c h  l imits  a v e n u e s  for 

re d re s s  a n d  l e g a l  clari ty  for  b o t h  

sur v i vors  a n d  l a w  enforcers .”  
 
 
 
 
 

K e y  I s s u e s  Ide nt i f ied  
 

hana ’s  Cybersecurity Ac t  (2020), limited publ ic un der stan di n g  of its emo -

the  D a t a  Protection Ac t  (2012), tional, a n d  psychosocial consequenc es .  

the  Electronic Transactions Ac t  
 

Ac t  (2007) provide broad protections for on- Inadequate Survivor Support Systems 

these  laws fall short of explicitly recogniz- 
Le g a l  aid, psychological counsell ing,  trau-

ing a n d  criminalizing TFGBV.  For instance, 

the  current legal  f ramework does not clear- services exist, they are f ragmented ,  under-

sual  sharing  of intimate images ,  or online 
funded ,  or not youth-f riendly, further dis-

stalking,  w hi c h  limits av enues  for redress 

a n d  legal  clarity for both survivors a n d  law 

enforcers. Weak Regulation of Online Platforms 
 

 

Limited Law Enforcement and Judicial 

Capacity 
 

L a w  enforcement  officers, social welfare 

staff, a n d  prosecutors often lack  the  tech-

nical capacity, digital tools, or forensic skills 

n e e d e d  to investigate a n d  prosecute T FG -

B V  cases.  This deficiency is worsened by 

insuff icient budgetary  allocation, minim al  

inter-agency collaboration, a n d  l imited ac -

cess  to digital evidence.  
 
 

Underreporting and Social Stigma 
 

D u e  to vic t im -blaming ,  reputational d a m -

a g e ,  a n d  cultural taboos, m a ny  survivors, 

particularly adolescent  girls, do not report 

T F G B V  incidents.  S tudies  show that online 

a b u s e  is often normalized or trivialized, with 

Popular platforms like Facebook , TikTok, 

a n d  W h a t s A p p  are often m i s u s e d  to dis -

seminate harmful  content ,  including  sexu-

alized deepfakes ,  blackmail  material, or ex-

ploitative im a ges .  Enforcement  of platform 

community  s tandards  remains  weak ,  a n d  

national regulatory oversight lacks  teeth to 

compel  global tech  companies  to act  swift-

ly a n d  responsibly. 
 
 
Data and Research Gaps 
 

There is a  lack of nationally representative 

data  on T F G B V  prevalence,  patterns,  a n d  

impacts .  Exist ing  studies  are f ragmented ,  

with l imited longitudinal tracking  or gen-

der- d is a g gre g a ted analysis. This affects 

ev- idence -based policymaking a n d  

advocacy efforts. 
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Recommendations for 

Policy Makers 
 
 

Strengthen Legal and Policy Frameworks 
 
 

The Parl iam ent  of G h a n a  should a m e n d  the  Cybersecurity Ac t  

a n d  Domest ic  Violence Ac t  to explicitly def ine a n d  criminalize 

technology-facilitated g e n d e r- b as e d  violence (TFGBV), includ-

ing online stalking,  digital surveillance, a n d  non-consensual  i m -

a g e  sharing.  
 
 

The Ministry of Gender,  Children a n d  Social Protection (MoGCSP) 

should develop a  national T F G B V  policy f ramework recognizing  

T F G B V  as  a  distinct category of ge n d e r- b a se d  violence. 
 
 

The Attorney-General ’s D e p a r t m e n t  should issue prosecutorial 

guidelines  specifically tailored to T F G B V  cases.  
 
 

The Ministry of Communicat ions  a n d  Digitalisation, in collabo-

ration with the  National Cybersecurity Authority, should al ign 

Ghana ’s  cyber laws with international instrum ents  s u c h  as  the  

B u d a p e s t  Convention a n d  Malabo Convention. 
 
 
 
 
 

Enhance Law Enforcement and Judicial Capacity 
 
 

The G h a n a  Police Service 

a n d  Domest ic  Violence 

a n d  Vic t im  Support  Unit  

should establish spe-

cialized T F G B V  response 

d e s ks  in all regions. 

The Judicial  Training Institute 

should provide certification 

programs  on digital ev idence  

handl ing ,  cyber forensics, a n d  

trauma-informed prosecution 

for ju d ge s  a n d  prosecutors. 

The Ministry of Interior 

should allocate fu n di n g  to 

equip  law enforcement  units 

with the  necessary digital 

tools a n d  trained personnel 

for T F G B V  investigations. 
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Expand Survivor Support Services 
 

 
 
 

N a t i o n a l  Cyberse curi ty  Auth ori ty  

a n d  D a t a  Prote c t i on  C o m m i s s i o n  

s h o u l d  enforce  c o d e s  of c o n d u c t  

for d ig i ta l  p la tforms a n d  t e l e c o m  

c o m p a n i e s  o n  user  prote c t ion  

a n d  c o n t e n t  mod era t ion .”  

• Metropolitan, Municipal, a n d  District As-

sembl ies  (MMDAs) should establish one-

stop crisis centres  that  offer f ree legal aid, 

psychosocial support, a n d  m edica l  ser-

vices for T F G B V  survivors. 
 

• Le g a l  Aid Commission should integrate 

T F G B V  cases  into their service delivery 

model  a n d  increase outreach to vulnera-

ble communities .  

Regulate Technology Platforms and 

Promote Accountability 
 

Improve Data Collection and Research 
 

• G h a n a  Statistical Service (GSS) should in-

corporate T F G B V  indicators into national 

g e n d e r  a n d  ICT surveys a n d  conduc t  peri-

odic T F G B V  prevalence studies.  
 

• MoGCSP, in collaboration with the Minis-

try of Educat ion a n d  universities, should 

fun d research on survivor experiences 

a n d  communi ty-base d  coping  strategies. 
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• National Cybersecurity Authority a n d  D a ta  

Protection Commission should enforce 

codes of conduc t  for digital platforms a n d  

telecom companies  on user protection 

a n d  content  moderation. 
 

• Ministry of Communicat ions  should set  

u p  a  multi-stakeholder T F G B V  task  force 

( including C S O s  a n d  youth) to monitor 

trends a n d  assess  digital  platform compli-

ance.



 

R e c o m m e n d a t i o n s  for 

Civi l  S o c i e ty  O r g a n i z a t i o n s  (CSO s)  
 
 
 
 
 

Advocacy and Legal Reform Support 
 

• Develop a n d  s u b m i t  policy briefs a n d  legal reform proposals to Par-

l iam ent  a n d  relevant ministries. 
 

• Bui ld  coalitions for legislative advocacy a n d  facilitate stakeholder 

consultations with survivors a n d  marginal ized  groups.  
 
 

Training and Capacity Building 
 

• Organize  capacity-bui lding workshops for D O V V S U ,  prosecutors, 

a n d  court officials on TFGBV-related procedures a n d  survivor-cen-

tered approaches.  
 

• Provide technical  ass istance to regional law enforcement  on digital 

ev idence  collection a n d  community  e n g a g e m e n t .  
 
 

Data and Research 
 

• L e a d  community-ba s ed  participatory research on T F G B V  trends a n d  

survivor experiences. 
 

• Partner with universities a n d  think  tanks  to generate  ev idence -based  

insights  for pro gr a mm i n g  a n d  advocacy. 
 
 

Public Awareness and Engagement 
 

• Create a n d  disseminate  educational materials on online safety a n d  

reporting m e c h a n i s m s .  
 

• Partner with fai th-based institutions a n d  traditional authorities to 

chal lenge  harmful  gen d e r  norms in digital spaces .  
 
 

Survivor Support Services 
 

• Establish or strength en  peer-led digital  safe spa ce s  a n d  referral 

m e c h a n i s m s  for survivors. 
 

• Operate hotlines a n d  online portals for anonymous reporting a n d  

access  to psychosocial support. 
 
 

Monitoring Tech Accountability 
 

• Monitor a n d  report on tech  platform compl iance  with national digi-

tal  safety regulations. 
 

• Advocate for greater transparency a n d  accountability in platform 

policies affecting vulnerable users. 
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R e c o m m e n d a t i o n s  
for Yo u t h  A d v o c a t e s  

 
 
 

Legal Literacy and Advocacy Community Mobilization 
 

• Use  social m e d i a  platforms to raise 

awareness  about g a p s  in current 

laws a n d  call on Parl iament  to rec-

ognize a n d  criminalize TFGBV.  
 

• Organize deba tes  (during youth 

parliament  sittings), a n d  forums 

that  p u s h  for legal reforms a n d  am-

plify survivor voices. 

• E n g a g e  with faith-based a n d  tradi-

tional leaders to hold intergenera-

tional dialogues  on how 

technology s h a p es  g e n d e r- ba se d  

violence. 
 

• Organize  peer-to-peer T F G B V  sen-

sitization workshops in schools, 

youth clubs,  a n d  community  cen-

tres. 

Awareness and Peer Education Accountability and Watchdog Role 
 

• Develop a n d  share infographics, 

reels, a n d  podcasts  to e d u c ate  peers 

on T F G B V  a n d  safe online practices. 
 

• L e a d  school a n d  c a m p u s - b a s e d  

digital literacy c a m p a i g n s  on cyber-

bullying, consent ,  a n d  privacy. 

• Participate in digital monitoring ini-

tiatives a n d  call out platforms or in-

f luencers that  propagate TFGBV.  
 

• Collaborate with C S O s  to track gov-

ernment  a n d  tech  com p a ny  co m -

m i tm e n t s  to online safety. 
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Co n c l u s i o n  
 
 

Technology-facilitated g e n de r- b a se d  violence is not merely a  digital issue, it is 

a  reflection of offline g e n d e r  inequalities that  are replicated a n d  m a g ni f i e d  on-

line. G h a n a  m u s t  adopt a  holistic, multi-sectoral approach that  ba lances legal re-

form, survivor-centered services, platform accountability, a n d  cultural 

transfor-mation. Given the  increasing digitization of society a n d  the rise of 

online harm s ,  urgent  a n d  coordinated action is necessary to protect h u m a n  

dignity, especial-ly for wo m e n  a n d  girls, a n d  to uphold the  principles of g e n d e r  

equality a n d  digi-tal justice. I m pl e m e n t i n g  these  recommendations  will help 

create safer digi-tal space s  a n d  promote g e n d e r  equality in Ghana ’s  evolving 

digital landscape .  
 

Detai led reference c a n  b e  m a d e  to the  report: 

Tech n ology-Fa ci l i ta ted  G e n d e r - B a s e d  Violence  (TFGB V )  in G h a n a .  N O R S A A C / R u t g e r s .  
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A D D R E S S I N G  
T E C H N O L O G Y - F A C I L I T A T E D  

G E N D E R - B A S E D  V I O L E N C E  IN  

G H A N A  


